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IT Security Policy 

The Accon Group is a major supplier of bulk packaging solutions to the industry in Europe and
specializing in Nordic countries. With over 30 years of experience, Accon’s focus has always been to be
a reliable business partner that offers packaging solutions of high Quality.

We provide projects, services and products for a wide range of Industries such as building and
construction, food industries, pharma industry animal feed, agriculture, chemical, ferro siliceous and
mining, environment and recycling industries, as well as transport and logistics.

The sustainable commitments of Accon are based on company strategy and values - and driven by goals
to prevent any serious incident in cyber security and GDPR.

Accon has guidelines and procedures for ensuring the confidentiality, integrity, and availability of
information and technology assets within the company. The policy aims to protect Accon and its
suppliers, customers and partners systems, networks, and data from unauthorized access, loss,
disclosure, alteration, or destruction. Accon are continuously striving to improve our standards and has
based our IT security framework on ISO27001 standards for reducing risk and make it more robust.  
The policy applies to all employees, suppliers, consultants, and third parties who have access to
Accons's information systems, networks, and data.

Accon recognize their employee’s knowledge and skills is an important factor to succeed with both
Information (GDPR) and IT security. Therefore, we train our staff regularly enabling them to be aware
and consider risks in their daily work.

The CAO in Accon has the overall responsibility for Information Security Management System (ISMS).
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